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Protect your critical
imaging systems 
from intensifying 
cyberattacks

Attacks on health care providers
are increasing

Consequences for the health care industry 
are worsening

Trustworthy imaging from Optum

Benefits for providers and patients

30% 23,555
£7 

million

Avoid disruption of services4

£92 million in direct costs 
and lost output
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The top threat is 
ransomware1

45%

Increase in attacks on
healthcare organisations1

Increase in average
cost per incident3

Average cost per 
incident3

Multilayered 
security

Active directory 
authentication

World-class 
penetration testing

Example of costs incurred by the 
NHS in 2017 ransomware attack5

Clinical Care

Emergency Services

Diversion to Other Facilities

Cancelled Elective Surgeries

Serious Patient Harm

In-file 
permissions

81% #1

U.K. healthcare 
organisations that reported 
a serious security incident in 

the past year2

Average number of 
records affected per 
data breach in 2023

61%

28%

17%

17%

17%

Change Healthcare Enterprise Imaging can 
help keep your data safe from ransomware 
and other cyber dangers threatening your 
critical systems.

Request a consultation today.
changehealthcare.co.uk
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